
                                                                                                                                           

 

 
 

 
Date: July 02, 2025 

 
To, 
The Manager, 
National Stock Exchange of India Limited  
Exchange Plaza, C-1, Block – G,  
Bandra Kurla Complex, 
Bandra (E), Mumbai – 400 051 
 
Dear Sir/ Ma’am, 
 
 
Subject: Announcement under Regulation 30 (LODR)-Press Release / Media Release. 
Ref: TAC Infosec Limited (SYMBOL/ISIN: TAC/ INE0SOY01013) 
 
Pursuant to the provisions of Regulation 30 of (Listing Obligations and Disclosure Requirements) Regulations, 2015, we are 

pleased to enclose herewith the Press Release relating to Achievement of a Massive Milestone of Over 1,000 Global 

Customers Served in Q1FY26, Registers 100% YoY Growth.  

 

Kindly take the same on your record and oblige us. 
 
Thanking you, 
 
Yours faithfully, 
 
For, TAC Infosec Limited 
 
 
 
Chinmay Tikendrakumar Chokshi  
Company Secretary 
FCS: 13425 
 



 

 

 

 

 

PRESS RELEASE 

TAC Security Achieves a Massive Milestone: 
Over 1,000 Global Customers Served in 

Q1FY26, Registers 100% YoY Growth 

 
Mumbai, India – July 2, 2025 – TAC Security, the global Cybersecurity firm, specializing in Vulnerability 
Management and cybersecurity innovation, has achieved a historic business milestone: crossing the 1,000- 
global customer mark in Q1 FY26 (April – June 2025). This represents a record-breaking 100% year-on-year 
growth, up from 500 customers in Q1 of the previous financial year. 

 
This remarkable performance reaffirms TAC Security’s position as one of the world’s fastest-growing 
cybersecurity firms, trusted by enterprises, governments, and cutting-edge tech companies across 100+ 
countries. The surge in customer adoption is powered by the company’s next-generation platform, ESOF 
(Enterprise Security in One Framework), which has become the gold standard in vulnerability and risk 
management. 

 
Compared to the same quarter last year (Q1 FY25), when TAC Security served approx. 500 clients, this year’s 
1,000+ customer count in Q1 FY26 reflects a staggering 100% year-over-year growth. This significant leap 
showcases the rising global demand for TAC Security’s risk-based vulnerability management solutions and 
validates the company’s aggressive go-to-market strategy, robust technology roadmap, and consistent delivery 
excellence across industries. 

 
TAC Security’s success in Q1 FY26 was driven by landmark customer wins and renewed engagements with 
some of the most recognizable names in global business. 

 
 

 
“Reaching 1,000 customers in just one quarter is not a number—it’s a statement,” said Trishneet Arora, 
Founder & CEO of TAC Security. “It reflects our relentless pursuit of innovation, our commitment to simplifying 
enterprise security, and the trust placed in us by some of the most forward-thinking organizations across the 
globe. We are not just building a company; we are building the future of cybersecurity.” 

 
 

 
Key Renewals in Q1 FY26 

 
TAC Security’s momentum was further validated by continued trust from several industry-leading clients across 
sectors and geographies. The company secured strategic renewals from global enterprises and innovative tech 
firms, reaffirming its reputation as a trusted cybersecurity partner. 



 

 

 

 
Among the top clients who renewed their contracts in Q1 FY26 are: 

 

• Technology & Software: Salesforce, Dropbox, Teamwork.com, Speechify Inc, Readdle Technologies, 
FrontSpin, Planview, Findem Inc. 

• Electronics & Manufacturing: Samsung Electronics, Ricoh Co., Ltd., FUJIFILM Business Innovation 
Corp., KONICA MINOLTA, Inc., Xerox Corporation, Brady Corporation. 

• Cloud & Infrastructure: QNAP Systems Inc., IELOVE GROUP Co., Ltd. 

• Enterprise & Public Sector: Food and Agriculture Organization (UN), Winbird Co., Ltd., Delphi, Modjo, 
GoGuardian. 

 
These continued partnerships underscore TAC Security’s ability to deliver high-impact, scalable cybersecurity 
solutions to some of the most demanding environments—ranging from multinational corporations to global 
public institutions. 

 
Top New Clients in Q1 FY26 

 
In Q1 FY26, TAC Security continued to attract a dynamic mix of global enterprises, innovative tech companies, 
leading Web3 platforms, and public institutions—solidifying its market dominance across both traditional and 
emerging sectors. 

 
Among the most notable new clients onboarded this quarter: 

 

• Technology & Software (TS): 
Amazon (AWS), PayPal, Indeed, UNICEF, Greenhouse Software, Nexa AI, Clay Software, Doublethink 
Inc. (myBlueprint), Fastmail, LivePerson, Waterlily, Conduitly Inc., Conga Inc., OpenQ, Upfort, Huntress 
Labs, Voyagier Inc., Atomicwork Inc., MomentumAMP, Cykel AI PLC, GiveCampus, RISO, EverTrue, 
Carepatron, and Raydiant. 

 

• Crypto & Web3 (CS): 
GoldPro Token, Token Billiards Hub, Bitcoin Solaris, Edma, Pvpfun.tech, Globalfi-International, Mage 
Labs, ROACH, Raifi, Ruvi AI, Wolf, Plutus. 

 
These new additions reflect TAC Security’s increasing influence in securing both the enterprise backbone and 
the decentralized future. Whether it’s safeguarding financial institutions, AI-powered platforms, public welfare 
organizations, or blockchain ecosystems—TAC Security is rapidly becoming the go-to partner for end-to-end 
risk-based cybersecurity. 

 
This surge is a testament to the growing demand for real-time, unified vulnerability intelligence. TAC’s ESOF 
platform enables organizations to proactively identify, prioritize, and remediate cyber risks across a diverse 
technology ecosystem—including web & mobile applications, cloud environments, networks, IoT, and 
blockchain-based systems. 



 

 

Continued Global Momentum 

TAC Security’s Q1 FY26 success builds on a trail of remarkable achievements and rapid global expansion over the 
past year: 

 

• TAC Security Surpassed 3,000 Clients in FY24-25, expanding its presence across 100 countries, 
reinforcing its position as a dominant force in the global cybersecurity landscape. 

 

• TAC InfoSec Limited Reported a 160% Revenue Growth and a 135% Surge in Profit for FY24-25, 
reflecting strong operational performance and sustained market demand. 

 

• The company secured a prestigious Government of India Service Order worth ₹2.29 Crore, further 
solidifying its reputation as a trusted cybersecurity partner for critical infrastructure. 

 

• Founder & CEO Trishneet Arora was named among India’s Top 50 CEOs by the Great Manager 
Institute (GMI), recognizing his visionary leadership and strategic excellence. 

• In a rare gesture of commitment to shareholder value, Trishneet Arora voluntarily forgone his FY 
2025–26 remuneration of ₹1.5 crore, directly adding the amount to the company’s bottom line. 

 

• As part of its employee-first approach, TAC InfoSec Limited granted equity stock options (ESOPs) of 
₹10 each to eligible employees, fostering long-term ownership and retention. 

 

• TAC InfoSec Limited also secured a ₹67 lakh service order from one of India’s Top 10 Stock Broking 
Firms, marking another milestone in its enterprise client acquisition journey. 

 

• Trishneet Arora was recognized among India’s Top 50 Great People Managers, and was one of only 16 
leaders honored from the IT & ITES Sector by the Great Manager Institute. 

 

• On a global level, The Software Report named Trishneet Arora among the Global Top 25 
Cybersecurity Executives of 2025, placing him alongside leaders from Cloudflare, Palo Alto Networks, 
and Qualys. 

 
These milestones reflect not just growth, but leadership, purpose, and the impact TAC Security continues to 

drive in the ever-evolving cybersecurity domain. 
 

 

 

 

 
In addition to the surge in customer count, TAC Security witnessed a strong increase in average revenue per small-sized 
customer, which plays larger role in the revenue and client acquisition a key metric of deepening market penetration and 
upsell success. The average ticket size grew from approximately $600 in Q1 FY25 to $972 in Q1 FY26, representing a 62% 
year-over-year increase. This substantial jump reflects the growing trust of small and mid-sized enterprises in TAC’s 
premium cybersecurity offerings, driven by the tangible value and outcomes delivered through its ESOF platform. 

 
The uplift in per-client revenue also signals a strategic shift in customer behavior—from transactional engagements to 
broader, long-term vulnerability management commitments. As clients adopt more modules under the ESOF umbrella, TAC 
Security continues to strengthen its monetization engine while helping organizations proactively manage cyber risk in an 
increasingly complex digital environment. 



 

 

 
Cybersecurity: The New Frontline in Geopolitical Conflict 

In recent months, the confrontation between Israel and Iran has underscored how cyber warfare has become a 
critical front in modern conflict. Israeli-linked groups have carried out high-impact operations—such as a $90 
million cryptocurrency breach and major data erasure attacks on Iranian institutions—while Iran has retaliated 
with disruptive, though less sophisticated, cyberattacks and coordinated internet blackouts aimed at damage 
control and disruption. Security experts now describe these operations as part of a “multivector strategy” that 
blends espionage, malware, and psychological warfare to destabilize adversaries without direct military 
engagement. 

 
Similarly, the India–Pakistan conflict has increasingly shifted into cyberspace. In early May, during heightened 
tensions, pro-Pakistan hacker groups reportedly launched cyberattacks, including DDoS strikes, that disrupted 
significant portions of India’s power grid. Reports also indicated over 1.5 million attempted intrusions into 
Indian digital infrastructure during that time. This growing cyber escalation has prompted both nations to 
invest in cyber warrooms, conduct military-grade cyber drills, and place cybersecurity at the core of their 
national defense strategies. 

 
Amid this escalating threat landscape, governments are accelerating their investment in cybersecurity. TAC 
Security’s recent ₹2.29 crore service order from the Government of India reflects this growing reliance on 
advanced, homegrown cybersecurity providers. With its unified ESOF platform, TAC Security is helping secure 
national infrastructure and sensitive assets—playing a vital role in strengthening India’s cyber resilience at a 
time when digital borders are as important as physical ones. 

 

 
TAC Security remains steadfast in its mission to become the world’s largest Vulnerability Management 
company by March 2026, targeting 10,000 customers worldwide. With each passing quarter, the company 
continues to set new standards in scale, trust, and technology. 



 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 
About TAC Security (TAC InfoSec Limited) – Symbol - NSE: TAC 

TAC Security, a global cybersecurity company specialising in vulnerability management, is a publicly listed 

cybersecurity company that made headlines with its oversubscribed IPO worth $1 billion. TAC Security’s 

flagship product, ESOF (Enterprise Security in One Framework), excels in cyber scoring, cyber risk 

quantification, and leveraging advanced AI for vulnerability assessment and penetration testing. 

 
TAC Security holds prestigious certifications like CREST, PCI ASV, and ISO 27001 and partners with tech giants 

such as Google, Microsoft, and Meta for ADA’s CASA (Cloud Application Security Assessment). Serving a diverse 

global clientele, TAC Security is committed to innovation and excellence in cyber security for Fortune 500 

companies, start-ups, and Governments Globally. 

 

 
For more information, visit https://tacsecurity.com  

https://tacsecurity.com/
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